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Enclosure 1MPE-IS SharePoint Request Letter

Your Organizational Letterhead

IN REPLY  
REFER TO:           Directorate or Organization name and code                                                   DATE


MEMORANDUM FOR PROGRAM MANAGER, DEFENSE INFORMATION SYSTEMS AGENCY, MULTINATIONAL INFORMATION SHARING PROGRAM MANAGEMENT OFFICE (DISA/ISC/IE/IE8)

SUBJECT:  Acknowledgement of Responsibility and Request for a SharePoint site


1.  “YOUR ORGANIZATION” acknowledges its responsibility to establish and maintain the security posture of the application service and its responsibility.

2.  Justification for requiring site:

3.  “YOUR ORGANIZATION” Point of Contract (POC’s) are as follows:

    Full Name		   Position	   	Contact Information (phone number/email)                 

Primary
Alt

4.  YOUR ORGANIZATION” will notify the MPE-IS office of intent to disconnect when the SharePoint connection is no longer needed. This notice can come via email from the organizational POC or as a signed attachment to an email from the POC.

5.  “YOUR ORGANIZATION” understands that the MPE-IS office reserves the right to deny existing or future access due to “disruptive behavior” by a subscriber.  Disruptive behavior includes: 

a.	The inability to detect or respond to security incidents;
b.	Unauthorized access attempts to the MPE-IS infrastructure or another local subscriber environment from the local subscriber environment;
c.	Unauthorized or unprotected “back door” access to the local subscriber environment; and


“NAME – Print and Sign”
“ORGANIZATION”
Authorization Official



Enclosure 2MPE-IS SharePoint Monitoring Letter

Your Organizational Letterhead


IN REPLY  
REFER TO:           Directorate or Organization name and code                                                   DATE


MEMORANDUM FOR PROGRAM MANAGER, DEFENSE INFORMATION SYSTEMS AGENCY, MULTINATIONAL INFORMATION SHARING PROGRAM MANAGEMENT OFFICE (DISA/ISC/IE/IE8)

SUBJECT:  Consent to Monitoring 


1.  “YOUR ORGANIZATION” acknowledges its responsibility to conduct the initial vulnerability assessment of your system.

2.  “YOUR ORGANIZATION” consents to periodic unannounced vulnerability assessments on the connected host systems to determine the security features in place to protect against unauthorized access or attack.  

3.  The “YOUR ORGANIZATION” Point of Contact is “Point of contact name and contact information”.




“NAME – Print and Sign”
“ORGANIZATION”
Authorization Official
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